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Following the release of the Guidelines for Cybersecurity Standards Practices - Security Certification
Specifications for Cross-Border Processing of Personal Information ( W % % 25 /& L B 46 7 —
—MAE RERAEESN L 2INIEM ) in Chinese) on June 24, 2022, and the Provisions on
Standard Contract for Cross-border Transfer of Personal Information (Draft for Comments) ( /> A
B HEARESRNE (AERENF)) in Chinese) along with the Standard Contract for Cross-
border Transfer of Personal Information (“Standard Contract”) on June 30, 2022, the Cyberspace
Administration of China (“CAC”) formally issued the Measures for the Security Assessment of Data
Cross-border Transfer ( (¥ H 3% % 21715 /1% ) in Chinese, “Assessment Measures”) at long
last on July 7, 2022, following its draft published on October 29, 2021.

The Assessment Measures will come into force on September 1, 2022, the first anniversary of the
implementation of the Data Security Law of the People’s Republic of China. With less than two
months left, it is highly recommended that the relevant enterprises should evaluate the application of

the security assessment and get well prepared for its implementation, if necessary.

Notably, if the data export activities that have been carried out before the implementation of the
Assessment Measures do not conform to the provisions thereunder, rectification shall be completed

within 6 months from September 1, 2022.

This alert will introduce the Assessment Measures from a practical perspective for reference by
enterprises, especially multinationals, with the needs for cross-border transfer of important data and

a large amount of personal information.
L. Application Scope

The Assessment Measures largely maintains the substantive provisions regarding the application

scope in its draft, with further clarification on the thresholds for personal information.

Specifically, on the one hand, the following two types of data handlers shall always apply for security
assessment when providing overseas important data and/or personal information collected and
generated in the course of operations within the territory of mainland China (hereinafter, “China”,

excluding Hong Kong, Macau and Taiwan):
1) critical information infrastructure operators (“CIIOs”); and

2) personal information handlers that have processed personal information of more than 1 million

individuals.

On the other hand, for non-CIIOs that have processed personal information of less than 1 million

individuals, security assessment shall also be applied for if any of the following conditions is met:
1) providing important data abroad;

2) providing personal information of more than 100,000 individuals accumulatively since January
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Ist of the preceding year abroad; or

3) providing sensitive personal information of more than 10,000 individuals accumulatively since

January 1st of the preceding year abroad.

Such application scope corresponds to that of the Standard Contract. That means, for non-CIIOs that
have processed personal information of less than 1 million individuals, if none of the above conditions
is met, the approach of Standard Contract could be adopted for cross-border transfer of personal
information, without the need to apply for security assessment. Otherwise, security assessment will
be triggered.

I1. Self-assessment

Before applying for security assessment, a self-assessment of the risks of data export shall be
conducted first, focusing on the following aspects:

1) the legality, legitimacy, and necessity of the purpose, scope, and method of data export and of the

processing activities of overseas recipient;

2) the amount, scope, type and sensitivity of the data to be exported, the risks that the data export
may pose to national security, public interest, and the legitimate rights and interests of individuals

or organizations;

3) whether the responsibility and obligations undertaken by the overseas recipient, as well as its
management and technical measures and capacity to fulfill the responsibility and obligations can

ensure the security of the data to be exported;

4) the risks of data being tampered with, destroyed, leaked, lost, transferred, or illegally obtained or
used during or after data export, and whether the channels for individuals to exercise the rights

and interests of personal information are available, etc.;

5) whether the data export related contract or other documents with legal force (collectively, “legal
document”) to be concluded with the overseas recipient fully specifies data security protection

responsibilities and obligations; and

6) other matters that may affect the security of data export.
III.  Application for Security Assessment

According to the Assessment Measures, the following materials shall be submitted for the application

for security assessment:
1) a written application;

2) the report of self-assessment on the risks of data export;

HPRP > Zain & Co. > Maclay Murray & Spens > Gallo Barrios Pickmann > Mufioz > Cardenas & Cardenas > Lopez Velarde > Rodyk > Boekel >
OPF Partners > Kfk
3715



RADENTONS

3) the legal document to be concluded between the data handler and the overseas recipient; and
4) other materials required for the security assessment.

It is unclear what shall be included in the written application. We understand that a template may be
issued by the competent authorities next for efficiency. With respect to the report of self-assessment,
for personal information export, it is supposed that the report of personal information protection

impact assessment could be submitted instead.

As for the legal document, the Assessment Measures requires that at least the following matters shall

be included:

1) the purpose, method and scope of data export, the purpose and method of data processing by the

overseas recipient;

2) the location and duration of data storage outside China, as well as the measures to handle the data
exported after the retention period expires, the agreed purpose is completed, or the contract is

terminated;

3) the binding provisions that restrict the overseas recipient from transferring the exported data to

other organizations or individuals;

4) the security measures that the overseas recipient should take in the event of substantial changes
in actual control or scope of business, or changes in the data protection related policies and
regulations and cybersecurity environment of its country or region, or other occurrence of force

majeure that make it difficult to ensure data security;

5) the remedies, liabilities and dispute resolution for breach of data security protection obligations

agreed in the legal document; and

6) the requirements for proper emergency response and the ways and methods for individuals to
protect their personal information rights and interest, when the data exported is at risk of being

tampered with, destroyed, leaked, lost, transferred, or illegally obtained or used.
In absence of further clarification, it is supposed that, for personal information export, the Standard
Contract could be used as the “legal document” to be submitted for security assessment.

IV.  Assessment Authority and Timeframe

Security assessment shall be applied to the CAC through the local cyberspace administration (“CA”)

at the provincial level. The procedure and timeframe of security assessment is as below.
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Submit materials to local CA

. . . 5 working days
Formal review to see if the materials are completed
Not completed Completed
\ 4 \ 4
Materials returned with a . .
. . . Local CA to submit materials
notification for all the materials
to the CAC
to be supplemented
7 working days
CAC to decide whether to accept
Not accept Accept
y e
Notify the applicant in Notify the applicant in
written written
\ 4
Security assessment by
CAC together with
Material not qualified other authorities and 45 working days
institutions with an extension
v in complicated
cases
Make supplement
or correction Material qualified
v
Material qualified
P  Assessment completed
Material not qualified
\ 4 \ 4

Assessment ended Notify the applicant of

results in written

In addition, if the data handler has any objection to the assessment results, it can apply to the CAC
for re-assessment within 15 working days upon receiving the assessment results, and the re-

assessment results will be the final decision.
V. Security Assessment

Article 8 of the Assessment Measures provides the focuses of the security assessment. In particular,
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the matters to be assessed in security assessment by CAC overlap with the matters of risk self-
assessment to a large extent. The former mainly increases the assessment of the impact on the security
of data exported of the data security protection policies and regulations and the cybersecurity
environment of the country or region where the overseas recipient is located, as well as the assessment

of compliance with Chinese laws, administrative regulations and departmental rules.
VI.  Expiration and Re-assessment

Subject to the Assessment Measures, the assessment results will only be valid for 2 years. If it is
necessary to continue the original data export activities after the expiration of the validity period, the
data handler shall apply the assessment again 60 working days before the expiration. Otherwise, the

data export activities shall be ceased.

Besides, during the period of validity, if there is a substantive change in data export (such as changes
in the purpose, scope, method of data processing; the retention period, etc.); or there is a change in
overseas laws and policies and cybersecurity environment, or in actual control of data handler and
overseas recipient, that affect data security; or other circumstances that affect the security of the data

exported occur, the security assessment shall be re-applied for.
VII. Looking Forward

Recently, China has intensively issued regulations and documents concerning cross-border data
transfer. With the release of the guidance for certification, the draft Standard Contract and the
Assessment Measures in succession, China’s cross-border data transfer regime is entering into a new

stage.

For enterprises, the long-standing uncertainty in this regard since the promulgation of the Personal
Information Protection Law of the People'’s Republic of China and the Data Security Law of the
People’s Republic of China 1s being resolved, but meanwhile, great challenges are to be faced in terms

of compliance work and business arrangements.

It is recommended that the relevant enterprises shall conduct a comprehensive assessment of the
status quo of data export during the two-month grace period, so as to get well prepared for the
implementation of the Assessment Measures. For those that do not need to apply for the security
assessment, other approaches could be considered if required, as the certification mainly for intra-
group transfer is close to operation, and the Standard Contact is expected to be formally issued very

Soon.
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Appendix: Bilingual version for reference

B HH B 2 VPl Sk Measures for Security Assessment of Data

Cross-border Transfer
F—% Article 1
N T TG R IRES, RN B B These Measures are formulated in accordance with the
i, FPFEFR e ARG, RELIRE | Cybersecurity Law of the People’s Republic of China,
Bwda, HHs), B ChPEeANRIEMEMNLS | the Data Security Law of the People’s Republic of

) (PR ANRILHESEE 2205 | China, the Personal Information Protection Law of
(rhAe N RALATE A NG BORE) SR the People’s Republic of China and other laws and
M, e ARINE. regulations, with the purpose of regulating the cross-

border data transfer activities, protecting the rights
and interests in personal information, safeguarding
national security and public benefits, and promoting
the safe and free flow of data across borders.

H% Article 2

B AL PR R B AR AR AR N RILANE 5 These Measures shall apply to the security
P IE B HRISCER RN P AR 1) B AR AN NS S 1% | assessment of important data and personal information
VMY, EHARNE. B ITBUEM A A ME | collected and generated during operations within the
1, HCHR I E territory of the People’s Republic of China provided
by data handlers to overseas. Where there are other

provisions in laws and administrative regulations,
such provisions shall prevail.

B=% Article 3

e B 2 A VAl W S A PR A AR The security assessment of data cross-border
&S KBS 2 2SS &, B5VE30 | transfer shall adhere to the combination of ex-ante
BT XS, OREEEERHEA T H HIRE . assessment and continuous supervision, and the
combination of risk self-assessment and security

assessment to prevent data cross-border transfer
security risks and ensure the lawful, orderly and free

flow of data.
F% Article 4
P MR R, A TR If the data cross-border transfer to be conducted
— M, NS PR NS T TR E X M{E | by a data handler has any of the following
FTY AR B A VA circumstances, the data handler shall apply to the
() B HEAb g m B e it B 2R national cybersecurity administration authority via the

() R BIERRA I IZ S & AL 100 | local provincial cyberspace administration authority
FINUL B NG B SR A 385 ) 55 /MR AL N | for security assessment:

==

R (1) the data handler provides important data
(=) HEF1H 1 HEREREITRE/MEME 10 | overseas;

TN NE BB 15 NBUEA NG B AR &b (2) the operator of critical information

P M AMEHEN NGB infrastructure and data handler who has processed the

HPRP > Zain & Co. > Maclay Murray & Spens > Gallo Barrios Pickmann > Mufioz > Cardenas & Cardenas > Lopez Velarde > Rodyk > Boekel >
OPF Partners > Kfk
7115



RADENTONS

YD B Z MRS T TRE B HoAh 75 22 AR 2L | personal information of more than 1 million people
I R 2 VP S T o provides personal information overseas;
(3) the data handler who has provided overseas

the personal information of 100,000 persons or the
sensitive personal information of 10,000 persons in
aggregate since January 1 of the previous year
provides personal information overseas;

(4) other circumstances where the security
assessment of data cross-border transfer is required as
prescribed by the national cyberspace administration

authority.
Bh% Article 5
B AL PR A PR AR S e AL T, B The data handlers shall, before the application for
T s AR 3 PEAL, B SPEAE DL R S security assessment of data cross-border transfer,
Tl conduct self-assessment of the risks of data cross-
(=) H s IR IMEWOT W EEAR T H | border transfer, focusing on the following items:
M. yal. 7RRERAEE. IE . ENE (1) legality, legitimacy and necessity of the

(D) HISREHRM AR, Y. P2, BUK | purpose, scope, method and other aspects regarding
E/X AT REXTE K 4. AFEFIZE. A | the data cross-border transfer and the data processin
PRI, Hm BB RERT E K w4 ALFIZE. A | thed bord fer and the data p g

N B A S TE A a7 R 1) RS 5 of overseas recipients;

(=) BEAMzWCOT 7l AR B4R 55, BA (2) the scale, scope, type and sensitivity of data to
K JBAT DT S VB BRI RS . REJJ5FRETS | be provided overseas, and the risks that data cross-
P B 1) 22 4 border transfer may bring to national security, public

(Y s B AR B S S R B0, % interests, and the legitimate rights and interests of
W tEg . BR BHREEWEAREIRI. EEAH] | individuals or organizations;

&R, AN G SRR 4E 1 R TE 2 i (3) the responsibility and obligation undertaken
£ by the overseas recipient, as well as whether the

(F) 5BAMEROT AT SR H5EAHOC | management, technical measures and capacities to
& A EE A B RO SO (LUK | fulfill the responsibility and obligation can guarantee
FEHEE) REBRDLE T HIE LR T14F X | the security of data cross-border transfer;

% (4) the risks of data being tampered with,

() HAh AT g R2m B 58 e A 1 S0 damaged, leaked, lost or transferred, or illegally
obtained or used during or after the data cross-border
transfer, and whether the channels for safeguarding
the rights and interests of personal information are
smooth;

(5) whether the data cross-border transfer related
contracts or other legally effective documents
(hereinafter referred to as “legal documents™) to be
concluded with the overseas recipients fully stipulate
the responsibility and obligation of data security
protection;

(6) other matters that may affect the security of
data cross-border transfer.
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E-yay. 3

FREOE B VPl , B4R S8 LU A
Bl

(—) HR3;

(2D B B XU B VPl AR 5

(=) H¥Rsb3 g 55 MW AT SLHE
(E gL

(DY) VPl TARERR 20 HAh AR

Article 6

The following materials shall be submitted for the
application for data cross-border transfer security
assessment:

(1) application form;

(2) data cross-border transfer self-assessment
report;

(3) legal documents to be concluded between the
data handler and the overseas recipient;

(4) other materials required for security

assessment.

Bk

A GRIAE AR 2 B B R R HE 5
AN TAEH NERTESVETL . R RS2,
B FARARHROE B R E AT HARAPR AT 42
O PRNASBEEEVE AP e i SV G e RPN R
HIR L

IRl 2R 905 B 2 2 A R AR B 2 HE 7
ANTAEHE A, B A 7 S B i il R e Ak 2R
&

Article 7

The provincial cyberspace administration
authority shall complete the completeness inspection
within 5 working days from the date of receiving the
application materials. If the application materials are
complete, the application materials

shall be submitted to the national cyberspace
administration authority; if the application materials
are incomplete, they shall be returned to the data
handler and the materials that need to be
supplemented shall be notified at one time.

The national cyberspace administration authority
shall determine whether to accept the application and
notify the data handler in writing within 7 working
days from the date of receiving the application
materials.

BI\%

Hs BT 22 VPl S AL A B AT
REXSE R 24, AR, NS HHA AR
R A RS, B G DL

() HEhsmr HK .l SN G
PR A B EE

(=) BEAMEWCT e B 2 sl b IX R S
B AR U VR R R 48 22 43R B3 H B B8 2
SR SEAMEROT B R KT 2 A 2
e N RICRTERE AL AT BOE R A AE Ao i 1
E b R 2K 5

(=) HEHIRRIIE . JEH . FPR. fUk
FERE, BT AT e T B R, R
TR R BB ARSI, AREM ISR X

(MDD Fedf 2 =M NG B G 2 B R 15
BT8R

/|

/|

Article 8

Security assessment of data cross-border transfer
focus on assessing the risks that the data cross-border
activities may bring to the national security, public
interests, or the legitimate rights and interests of
individuals and organizations, mainly including the
following items:

(1) the legality, legitimacy and necessity of the
purpose, scope and method of data cross-border
transfer;

(2) the impact of data security protection policies and
regulations and cybersecurity environment of the
country or region where the overseas recipients
are located on the safety of the data transferred
across the border; whether the data protection
level of the overseas recipients meet the

requirements of the laws and administrative
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ChD B a3 E 55 MO AT SLHE
A RE AR LE T HIRZ &R 5T X
%

() W EEE. ATBOERL. ST
s

(B BRI ET TN T PG 1) HoAth 5
Tl

N

regulations of the People’s Republic of China
and mandatory national standards;

(3) the quantity, scope, type, and sensitivity of data
transferred across the border, and the risks of data
being tampered with, damaged, leaked, lost,
transferred, illegally obtained or used, etc. during
and after the data cross-border transfer;

(4) whether data security and rights and interests of
personal information can be fully and effectively
guaranteed;

(5) whether the legal documents to be concluded
between the data handler and the overseas
recipient fully stipulate the responsibility and
obligation of data security protection;

(6) compliance with Chinese laws, administrative
regulations and departmental rules;

(7) other matters where the security assessment is
required according to the national cyberspace
administration authority.

EYIR S

B AL A I 2 7E 5 AR LT S A
SO B2 e Bt % A R SUE 55, B
LT N2

() Ha sy B 5 20N S vu
BRSO A B R N g . A

(=D BARAESAMRAA G IR, DLRGE
BIORAAIIR . S8 RAE H B VA& L A
HH S AR ) A LA 5

(=) WFEIAMREOT R e R 4
HAMHL A NFILRNEZR;

(P9 BeAMZNOT L SL PR A Bl 28
B R R SR EAR AL, BE e 5K b X K %
S ORI BURIE RN 28 22 e3R8 R AR AR AR
A HAAN AT 015 8-S S0k AR B B8l 22 4
O 24 SR H ) 22 4 4 i 5

(1) B RIEEH AL %€ #8224 R X
S5 HIAN RSt . A SR SR 5

(V) MEHERERIB . R, MEE. &
Koy FeR BB BAREIRIG ARER S5 XS
T e AL B SR RBEAS N 4E AN
5 R g 3.

Article 9

The data handler shall clearly stipulate the
responsibility and obligation of data security
protection in the legal documents signed with overseas
recipients, including at least the following contents:

(1) the purpose, method and scope of transferred
data of the data cross-border transfer; and the
purpose, method, etc. of data processing by the
overseas recipient;

(2) the location of storage and retention period of
data, as well as measures to be taken with the
data after the retention period expires, the
purpose agreed upon is completed or the legal
documents are terminated;

(3) Dbinding requirements for overseas recipients to
retransfer data to other organizations and
individuals;

(4) the security measures that the overseas
recipients should take when the actual control
right or business scope has changed
substantially, or the data security protection
policies and regulations and cybersecurity
environment of the country or region where the
overseas recipient is located has changed, and
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other force majeure situations has occurred so
that it is difficult to ensure data security;

(5) remedies, liabilities for breach of contract and
dispute resolution methods for breach of data
security protection obligations agreed in legal
documents;

(6) the requirement for proper emergency response
measures and the ways and means to protect
individuals’ rights and interests of personal
information when the data transferred across
the border is tampered with, damaged, leaked,
lost, transferred or illegally obtained, illegally
used and encountered other risks.

Ft%

H PG ER TS B R, AR FR R DL
P FSBEARIIT ARMUEMIT LTINS
AT 2 AVl .

Article 10

After accepting the application, the national
cyberspace administration authority shall organize
relevant departments of the State Council, the
provincial cyberspace administration authorities and
specialized agencies, etc. to conduct security
assessment according to the application.

Ft—%

TGRS, I A B S AT
AR & ORI, B S REHR TR AZSR I
A AR B AL O IE 2 B A Fe R
BHIER, B REHERTTR AR 22 il .

B AL B X I RSSO LSR5,
BIRSREBAT RN, 1R A B AR, IR
A FOM AR DT

Article 11

During the process of security assessment, if it is
found that the application materials submitted by the
data handler fail to meet the requirements, the national
cyberspace administration authority may require them
to supplement or correct the materials. If the data
handler fails to supplement or correct the materials
without justifiable reasons, the national cyberspace
administration authority may terminate the security
assessment.

The data handler shall be responsible for the
authenticity of the submitted materials. If they
deliberately submit false materials, the assessment
will be failed and be investigated for corresponding

legal responsibilities according to law.

Bt

[ 2 WA P8 T 24 ) 0 A B A5 T
S EIE A HE 45 A TAE H N 52 o 135
LAVl HOLERECE & EAh e, EIEREL
f, AT BAE 2 GE I o RN A B T IE K Y
I Al .

DI 45 RN 24 45 T 0 B AL

Article 12

The national cyberspace administration authority
shall complete the data cross-border transfer security
assessment within 45 working days from the date of
issuing the written notice of acceptance to the data
handler; If the situation is complex or the materials
need to be supplemented or corrected, the said time
limit may be extended appropriately and the data
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handler shall be informed of the expected extension of
time.
The data handler shall be notified of the

assessment results in writing.

=%

Ky A B E PP S5 R S, AT AR
FIVEAE LR 15 > TTAE H o 1] B X A5 8 H
¥, BIPSRNRAL T,

Article 13

Data handler that has any objection to the
assessment results can apply to the national
cyberspace administration authority for re-assessment
within 15 working days after receiving the assessment
results, and the re-assessment result shall be the final

decision.

HHI%

i 3 AR 5 A PPAL I 45 SRAT RN 2
B, HPFESR IR HRR T . EA RO N
BLUL S — 10, Hdfa A B B =4 =T H R Y
fili:

(=) [AESMEHEGER H K, J5a. JE
il MR SN OTT AL BB B g . T7 UK
AR B e 2 ), BEEERADAGER
B B A R AT IR 15

(=) BEAMECT e [F 2% s b X Kl %
SR BURIE AN 25 22 I R A AR BLROR
EHABA TSI B A B i e A%k
T7 LB ERIBUR A . B A B 1AL
DRSO AR B S5 H B e 22 4 1Y

(=) DR H BRI 22 2 1 ARSI .

AR i, 5 EEARELIT i BT Bl
(1, Hode AbBE A B AT R0 e 60 A TAEH
GIER Lk S

Article 14

The validity period of the result of the data cross-
border transfer security assessment is 2 years,
calculated from the date of issuance of the assessment
result. In case of any of the following circumstances
within the validity period, the data handler shall re-
apply the assessment:

(1) the purpose, method, scope and type of data
provided overseas, and the purpose and method
of data processing by overseas recipients has
changed so that it affect the security of data
transferred across the border, or the overseas
retention period of personal information and
important data is extended;

(2) the data security protection policies and
regulations and cybersecurity environment in the
country or region where the overseas recipients
are located has changed and other force majeure
situations has occurred, the actual control of the
data handler or the overseas recipient has
changed, the legal documents between the data
handler and overseas recipients has changed,
etc., so that it affect the security of data
transferred across the border;

(3) there are other situations that affect the security
of data transferred across the border.

If it is necessary to continue data cross-border
transfer activities after the expiration of the validity
period, the data handler shall re-apply for assessment
60 working days before the expiration of the validity

period.

FHhk

Article 15
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25 22Vl TAR ARSI SO0 TR
TSRS E A E . DA DAE
B mb R . R T S E B AR N KA T
PAORS, Atk EE sl AR Al NS4t AREME
e

Institutions and personnel participating in the
security assessment shall keep confidential of the
national security, personal privacy, personal
information, trade secrets, confidential business
information and other data that they come to know in
the performance of their duties and shall not disclose,
provide illegally to others or use them illegally.

BNk

ARATH LIRS N IE A Ak B 3 S A9 025
AR A 1, W] DATA 4 DL A BT 28
e

Article 16

Any organization or individual that finds that a
data handler provides data overseas in violation of
these Measures may report to the cyberspace
administration authority at or above the provincial
level.

Htbk

I % PR 5 8 1) A B D el VAl ) 2080 35
T BNAE SR AL B R T AN AT A Bl R e A
BEERIN, 2 - T8 e Ak B o 2% Hdls
Biimsh. Ml ab P E AR ST A S B0
(0, B BRI, BEGE A BT RO
filio

Article 17

If the national cyberspace administration authority
finds that the data cross-border transfer activities that
have passed the assessment no longer meet the
requirements of the security management of data
cross-border transfer in the actual processing process,
it shall notify the data handler in writing to terminate
the data cross-border transfer activities. If the data
handler needs to continue to carry out data cross-
border transfer activities, it shall make rectification as
required, and re-apply for assessment after
rectification.

HH\%

HIRATNERUE N, KHE (e N RILATE
Wi aik) (e N RIATE Sodle 2 4
%) (R NRSEMEAN NG B RINE) ik
FHAMALEE; W RORRI, KB TR S T

Article 18

Those who violate the provisions of these
Measures shall be punished in accordance with the
Cybersecurity Law of the People’s Republic of China,
the Data Security Law of the People’s Republic of
China, the Personal Information Protection Law of
the People’s Republic of China and other laws and
regulations; where a crime is constituted, criminal
liability shall be pursued in accordance with the law.

Bk
AIMEFIREZ G, e B RIR L.
BR . MR ECE SRR AREAI S, WRESE
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Article 19

The term “important data” as mentioned in these
measures refers to data that may endanger national
security, economic operation, social stability, public
health and safety once it is tampered with, damaged,

leaked or illegally obtained or used.
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Article 20

These Measures shall come into effect as of 1%
September 2022. If the data cross-border transfer
activities conducted before the implementation of
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FUE, B4 A ARINERAT 2 H i 6 A H A 5ERL | these Measures do not comply with the provisions of
B, these Measures, the rectification shall be completed
within 6 months from the date of implementation of

these Measures.
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Dentons is the world's first polycentric global law firm. A top 20 firm on the Acritas 2015 Global Elite Brand Index, the Firm is committed to challenging
the status quo in delivering consistent and uncompromising quality and value in new and inventive ways.

Driven to provide clients a competitive edge, and connected to the communities where its clients want to do business, Dentons knows that
understanding local cultures is crucial to successfully completing a deal, resolving a dispute or solving a business challenge. Now the world's largest
law firm, Dentons' global team builds agile, tailored solutions to meet the local, national and global needs of private and p ublic clients of any size in
more than 125 locations serving 50-plus countries.

www.dentons.com.
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